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JORNADA — Ciberseguridad practica para empresas
Zaragoza - Sainz de Varanda

Fundacién CAl

Lugar: Avda. Alcalde Sainz de Varanda n® 1-3. 50009 Zaragoza
976 355 000

Fechas: 17/3/2026

Horario: De 9 A 14 h.

Importe: 130 €

Importe desempleados: 39 €

Plazo de inscripcion: 13/3/2026

(Hasta las 15 h.)

Presentacion
La transformacion digital y el uso creciente de herramientas en la nube —correo, documentos
compartidos, plataformas colaborativas e inteligencia artificial— han cambiado la forma de
trabajar en las empresas.
Hoy, la mayoria de los incidentes de ciberseguridad no se producen por fallos técnicos, sino
por:

»  Errores humanos evitables

* Malos habitos digitales

» Uso incorrecto de herramientas de IA

« Falta de criterio ante correos, enlaces o documentos sospechosos
Esta jornada esta pensada para profesionales no técnicos que trabajan con informacién, correo
electronico, documentos y herramientas digitales (incluida la IA) y necesitan criterio claro y
practico para:

» lIdentificar riesgos reales en su dia a dia

« Reconocer fraudes y ataques habituales

» Aplicar habitos digitales seguros

»  Saber cémo actuar correctamente ante un incidente
No se trata de asustar ni de entrar en tecnicismos, sino de reducir riesgos reales desde el
primer dia.

Objetivos

Al finalizar la jornada, el participante sera capaz de:

« lIdentificar las principales amenazas digitales que afectan a usuarios y empresas.

» Reconocer intentos de fraude, suplantacién y ataques habituales (correo, enlaces,
documentos).



«  Comprender el papel del factor humano en la mayoria de incidentes de seguridad.
» Aplicar buenas practicas de seguridad en su trabajo diario.

» Utilizar herramientas digitales e IA con mayor criterio y responsabilidad.

» Actuar correctamente ante un incidente de ciberseguridad.

» Reducir riesgos mediante habitos digitales sencillos y efectivos.

Dirigido a
Esta jornada esta especialmente dirigida a:
» Personal de administracion y gestion
* Finanzas y contabilidad
« RRHH
« Comercial y atencién al cliente
e Comunicacién y marketing
*  Operaciones
» Direccién y mandos intermedios
Pymes, autbnomos y equipos no técnicos que trabajan con:
* Correo electrénico
» Documentos y datos de clientes
* Herramientas en la nube
» Plataformas colaborativas e IA
No se requieren conocimientos técnicos previos.

Metodologia

* Lenguaje claro y accesible

« Enfoque totalmente préctico

» Ejemplos reales y cercanos

« Casos habituales en entornos de oficina

« Recomendaciones aplicables desde el dia siguiente
El objetivo no es formar técnicos, sino mejorar el criterio y los habitos digitales de los
profesionales

Cada alumno tendra que traer su ordenador con cuenta en ChatGPT o Gemini activa, al
menos la gratuita

Profesorado

D. Javier Ferrando Pérez. Licenciado en Derecho Universidad de Zaragoza MBA en ESIC.
Abogado especializado en Inteligencia Artificial con mas de 23 afos en LegalTech y derecho
digital. Experto en normativa tecnoldgica y compliance, proteccion de datos, contratos
inteligentes y propiedad intelectual en IA. Ha liderado proyectos de consultoria y formacion en
gobernanza de IA, auditorias normativas y disefio de estrategias regulatorias para empresas.
Fundador y directivo en iniciativas de incubacién y aceleracién de soluciones tecnolégicas, con
experiencia en integracion ética y legal de IA. Docente en programas de transformacion digital y
MBA, formando profesionales en prompting avanzado y regulacion tecnolégica.

Programa

+ Panorama actual de la ciberseguridad en la empresa
o Por qué los ataques ya no son “solo cosa de informaticos”
o Qué esta pasando realmente en empresas y organizaciones
o El nuevo contexto: nube, teletrabajo e inteligencia artificial



« Principales amenazas para usuarios y empresas
o Correos fraudulentos y suplantacién de identidad
Enlaces y archivos maliciosos
Uso indebido de credenciales
Riesgos asociados al uso cotidiano de herramientas digitales e IA

O O O

« El factor humano: habitos y errores mas comunes

Por qué la mayoria de incidentes empiezan por una accién cotidiana
Errores frecuentes en el uso del correo y los documentos

Falta de revisién y exceso de confianza

Cdémo pequenos habitos reducen grandes riesgos

O O O O

« Proteccion practica: qué hacer y qué evitar
o Buenas practicas digitales aplicables al trabajo diario
o Criterios basicos para trabajar de forma segura con informaciéon y documentos
o Uso responsable de herramientas digitales e IA
o Qué revisar antes de confiar en un contenido generado o recibido

« Incidentes y respuesta: qué hacer cuando algo ocurre
o Como actuar ante un posible incidente de seguridad
o Qué NO hacer cuando detectamos un problema
o Comunicacion interna y responsabilidad
o Cultura de ciberseguridad: todos somos parte de la solucién

Organizacion
Plazo de inscripcion
La recepcién de solicitudes finalizara el 13 de marzo, a las 15,00 horas. Plazas limitadas a la
capacidad del aula. Esta formacion no es bonificable. Se enviara confirmacién por
correo electrénico. Las cancelaciones efectuadas con posterioridad a dicha fecha, estaran
sujetas a la retencion del 40% de la cuota de inscripcion.
Teléfono de informacion 976 355 000
Cuota de inscripcién y forma de pago

» Importe para desempleados (previa confirmacién de la plaza) pago con tarjeta de crédito:

39 euros (incluye documentacion).

» Importe para pagos por domiciliacion o tarjeta de crédito (previa confirmacién de la
plaza): 130 euros (incluye documentacion).

En virtud del Decreto 82/2003 de 29 de abril del Gobierno de Aragén, se advierte de que las ensefianzas que se imparten
organizadas por la Fundacién CAl, no conducen a la obtencién de titulos académicos oficiales.
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